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A widely used version of such a DSA is based on the difficulty to find discrete
logarithms for elements of elliptic curves (ECDSA). ECDSAs are usually based on
elliptic curves E(Fp) for which p is a large prime. For a prime p the elliptic curve
E(Fp) over the finite field Fp = Z/pZ together with the addition +E given in
Theorem F.58 forms a finite abelian group
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T H A N K Y O U F O R

Y O U R A T T E N T I O N!

Б Л А Г О Д А Р Я З А

В Н И М А Н И Е Т О !
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